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● Introductions and Welcome
● Setting the Scene

○ What is data security for schools? What does it encompass?
● A School’s Perspective

○ How are schools reacting to the recent cyber security breaches?
● Essential Steps to Secure School Data

○ What are the essential steps a school should take to start securing their data security?
● Q&A

○ Please add your question to the chat function in MS teams. If you would like to submit your questions anonymously, 
please email emma@edsmart.com

● 4.30pm Thanks and Finish

*Please note: This webinar is being recorded, and a link will be distributed to attendees

Agenda



David Eedle 

CEO and Co-Founder, EdSmart

Co-founded EdSmart in 2014, previously 
worked with San Francisco-based SaaS firms, 

and launched and sold multiple online 
businesses in Australia. EdSmart supports 

750,000 parents/caregivers, 560,000 students 
and 75,000 school staff in 8 countries.

Introductions & Welcome

James Lacey

Head of GRC, CTRL Group

Manages the Governance Risk and Compliance 
Team including designing and implementing 

data centric cyber risk assessments and 
preparing organisations to be compliant with 

ISO 27001, GDPR, APRA CPS 234, NIST and 
other data protection standards.

Thomas Blackwood

Head of ICT, Fahan School

Worked across cyber security and corporate IT 
roles before starting at Fahan School in 2018. 

Motivated to lead Fahan School on the journey 
of bringing the business and school to the 
cutting edge of technology and innovation 

while managing cyber risks. 



James Lacey (CTRL Group)

● What are the unique considerations schools need to take into account concerning data 
security?

● Why are schools particularly vulnerable and how can they overcome this?
● Are there any real-word examples we can put forward as learnings?

Setting the Scene



Thomas Blackwood (Fahan School)

● How is Fahan reacting to the recent cyber security breaches?

A School’s Perspective





Thomas Blackwood, Fahan School



Thomas Blackwood (Fahan School)

● What measures have you taken to secure vulnerable data at Fahan?

A School’s Perspective



Thomas Blackwood (Fahan School)

● As a school yourself, what do you think a school could do in the event of a data breach?

A School’s Perspective



‘Essential 8’

https://www.cyber.gov.au/acsc/view-all-content/publications/essential-eight-maturity-model

A School’s Perspective



 



 

Thomas Blackwood, Fahan School



Useful FREE Resources 

● MXToolbox for blacklist monitoring 

● GoPhish for free phishing exercises 

● Haveibeenpwned for domain alerts for data breaches 

● Joe Sandbox for payload detonation 

● Qualys Community Edition for Vulnerability Scanning

A School’s Perspective



Answers for Senior Leaders 

1. Do we have effective Cyber Policies and a Security Program that aligns with our business and IT Strategy? 

2. Have we identified our crown jewels: critical assets, infrastructure, and processes to support our business? 

3. How are we protecting our critical assets and information? 

4. Are we aware of the compliance and regulatory requirements related to our sector? 

5. What are the biggest threats to our business? 

6. In case of a cyber breach or ransomware, do we know how quickly our organisation can recover? Have we tested it? 

7. Do we have a Cyber Assurance program? What is it covering?

A School’s Perspective



Day zero of a data breach 

● Don’t panic 

● Try to contain the incident 

● Don’t act alone 

● Be ready for a lengthy journey 

● Learn from the experience

A School’s Perspective



James Lacey (CTRL Group)

● What are the essential steps a school should take to start securing their data security 

and how can they maintain their maturity moving forward?

● Building on Thomas’ response, what could a school do in a data breach?

● What are the most important things schools should remember regarding their data 

security?

Essential Steps to Secure School Data



● We will endeavour to get through as many questions as possible.

● Please add your question to the chat function in MS teams. 

○ If you would like to submit your questions anonymously, please email 

emma@edsmart.com

Q&A 



Thank you to all the attendees for your valuable time. 

Thank you to James and Thomas for giving us their time, expertise and insights today

Please note: All attendees will shortly receive a data security resource pack to help with their 

cyber security, along with a recording of the webinar

Thank you 


